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Verification Statement for Platypus Finance

We, the Security Research Team of BlockSec [1], have reviewed the document [2]
provided by Platypus Finance to claim part of the stolen fund of the Platypus Finance
Exploit occurred on Feb 16, 2023. Specifically, the relevant crypto assets were mistakenly
transferred to the Aave's V3 pool contract (deployed on Avalanche) by the attacker. The
purpose of this statement is to verify the facts claimed in the document.

We confirm the following information describing in the document are correct, including:
v The EOA/contract addresses that involved in the exploit.

v The attack transaction hashes.

v The analysis about the vulnerability and the corresponding attacks.

v The detailed information of the stolen crypto assets (i.e., stablecoins which were
worth ~$380K) which were transferred to Aave's V3 pool contract, i.e., token names,
token addresses and the corresponding quantities.
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